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Verification and Validation

« Validation
"Are you building the right thing?”
* Always against the real world or user needs

* Verification
"Are you building it right?”
« Always against the requirements



Text

Avert magnetic-stripe skimming and PIN stealing

Prevent abuse of OS and reduce the attack surface of the AT
Prevent exploitation of public domain vulnerabilities in the Op
Reduce attack surface from public and private networks.
Prevent abuse by software suppliers.
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Requirements in  SysML
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Requirements Verificationin  SysML

Requirements can be customized by adding properties
such as verification method, verification status ,
criticality, risk, and requirements category.

The verifyMethod property includes :
* |nspection

* Analysis

 Demonstration

* Testing



Verification Methods

* The test case definition and execution depends on the
method of verification

* For example, the method of verification for a system
requirement that “The vehicle shall weigh between 98
and 100 pounds” may be performed by testing or analysis.

 To verify the requirement by testing, a test case is
defined to weigh the system on a scale and compare the
measured weight against the required weight.

* To verify this requirement by analysis, the estimated
weight of each component is summed to estimate the
system weight. In the latter case, a parametric diagram
may be used to verify the requirement by analysis.



Steps to Automate Requirements NO
Verification ‘

Steps

« Refine, formalize requirement by the Constraint Block
« Define analysis context

« Use constraint block in analysis context

* Bind system parameters to constraint parameters

« Evaluate default or alternative system configurations
* Verify requirements

« Capture verification results



Text -based Requirements verification



